
DII COE Alerts Services Technical Working Group (TWG) Meeting Minutes

Meeting Date: 29 June 2000

Meeting Location: CSC facility in Eatontown, NJ

Attendees: Grace Baratta-Perez, Gary Blomquist, Jeff Brizuela, Joseph Grimaldi, Chuck Heazel, Evelyn Labbate, Anna O’Leary, Ileana Reisch, and Jean Wyllie

The team started off by recapping the 22 May TWG, and discussing the status of action items from that TWG. Most of the action items from the May TWG had involved updates to Alerts documents: the SRS, RTM, and APIRM. These documents had been subsequently updated after the May TWG, and sent to TWG members for another review.

We spent the remainder of the morning holding our Alerts Preliminary Design Review (PDR), with Evelyn leading the discussion of the PDR briefing, and team members providing a number of suggestions for additions and modifications to the PDR briefing. These suggestions included items that must be added for success at the CDR, as well as suggestions for clarifying the briefing for the intended audience, reordering certain slides, etc. Examples of specific suggestions included the addition of background educational slides early in the briefing describing fundamental Alerts concepts, terms, etc. We were also cautioned that at the CDR we must be prepared to address security issues, being able to justify that our segments will not cause any security problems. Grace made note of the specific team comments on the briefing; and has the action item to make updates to the PDR, in preparation of the CDR. New versions of the briefing will be e-mailed to TWG members for subsequent review and comment.

In the process of reviewing the briefing, we discussed issues of delivery format of Alerts segments. The approach discussed was to have three Alerts “segments”: 1) ALTSRV, delivered as an official segment, which would consist of the Java Server executable; 2) ALTSDK (delivered as an “extended toolkit” in tar format only, not as an official segment), which is intended for developers, and would consist of: the sample reference clients, the server executable, the dynamic shared libraries for standard Alerts clients (one for Solaris and one for NT), the static administrative library, and the client Proxy executable. This would follow segment formatting for the most part, but “make install” would not be done for ALTSDK; and 3) ALTCLT, delivered as an official segment, which would consist of: the client Proxy executable, and the dynamic shared libraries for standard Alerts client (one for Solaris and one for NT).

In the afternoon, we briefly reviewed the Alerts APIRM, SRS, and RTM documents, dated 12 June 2000.

· Alerts Services Software Requirements Specification (SRS):

The team discussed the question of whether certain requirements currently in the SRS and RTM  should be removed from the documents, including those that have either been previously marked as deleted, or the TWG had agreed should be reassigned to other COE components. The team determined that it would be premature to remove these requirements from the documents at this time. We agreed to include comments within the SRS for requirements that fall into these categories, but not to remove them until we come to consensus about the disposition of these items. For example, at some point in time, we should hold a joint meeting with the COP TWG in an effort to have certain display and user interface related requirements accepted by that TWG. Grace took note of a couple of additional specific comments on the SRS.

· Alerts Services Requirements Traceability Matrix (RTM):
A couple of minor suggested modifications were noted on the RTM.

· Alerts Services Application Program Interface Reference Manual (APIRM):

We discussed the JMS APIs, and whether they should be included in this document, since this APIRM is specific to Alerts Version 4.0.0.0 of the software, which will not include the JMS APIs. Ileana suggested that these JMS APIs be moved to an appendix of the APIRM, rather than be completely removed from the document. This will at least give Alerts users (developers), insight into the future direction of the Alerts component. We must make it clear in the appendix, however, that these APIs have not been implemented in Alerts Version 4.0.0.0. The team agreed that it would be appropriate to include these APIs in an appendix. In addition, the third segment, ALTCLT, must be added to this APIRM; and header files must be added. Since man pages are needed for delivery, we agreed to try to format the APIRM sections as close to man page format as possible, so that man pages can be generated automatically from the APIRM in the future.

· Plans for next DII COE Alerts TWG: 

The team agreed that we should not schedule our next Alerts TWG meeting yet because, due to schedule constraints in the near term, we want to focus our time and efforts on completing the Alerts development, testing, documentation, CDR, etc., in preparation for our upcoming delivery to DISA. We will coordinate via e-mail in our ongoing updates to Alerts documents and the DR briefing.

Alerts Services Specific Action Items- Resulting from 29 June 00 Alerts PDR/TWG 

A number of specific action items that resulted from this meting are listed below. Initials of the responsible individual for each item is included in parenthesis.

1. Come to closure on exact names of Alerts Services segments, prefixes, port numbers and names:

· Work with Alerts developers to determine what the Alerts names, prefixes, etc., were in the past, and what they should be now (GBP, EL, GB)

· Get the current Alerts entries in the DII COE database corrected, including 3 segment Prefixes, Names, and Purposes. Dave Sinclair is DB administrator, POC for this database (GBP)

· Notify all TWG members of the exact segment names and prefixes, as they appear in the corrected DB (GBP)

· Make all Alerts files and documentation (including Delivery Letter, SegInfo, SegName, APIRM, RTM, CDR) exactly consistent with the updated data (All Alerts TWG Members)

· In COE Ports DB, determine if Port 9002 is presently reserved. If not, select it and name it for Alert Client Proxy. If it is reserved, select another port for this purpose (GBP)

2. Security issues/questions:

· Verify Segment Security tool: Check with Clyde Wurster or SAIC re status and availability of this tool (GBP). If it is available, run it on our Alerts code, preferably, before the CDR (EL, GB)

· Discuss with SAIC what username is established as “Owner” at present by COE Install. Find out if we can establish a username for our boot process such that it would have the lowest possible privilege needed to do its job (GBP)

· Ask SAIC if we have to have menu/icon addition for a boot process. Find out who has authority to shut down a boot process, and how the COE handles boot processes that die (GBP)

3. Compliance Testing

· Determine availability, status (beta?), and completeness of ACAT tool. POC: Steve Cornio, DISA, or MAJ Myers, Toolkit TWG Chair (GBP)

4. Prepare CDR presentation

· Make  enhancements/modifications/additions to PDR briefing that were discussed at June Alerts TWG (GBP)

5. PDR/CDR for Ken Wheeler

· Per Chuck Heazel, Mr. Wheeler wants to see both a PDR and a CDR for Alerts. Check with Esther Williams as to whether we do, in fact, need to schedule both of these DRs with Mr. Wheeler, or if a CDR will be sufficient, given that we have already held a PDR among TWG members. (GBP)

6. Work with Esther to get on Mr. Wheeler’s calendar for design review after we have made enough progress on above items that we are prepared for a successful review (GBP)

7. Talk to Esther regarding obtaining waiver to allow us to have one documentation suite for all 3 Alerts segments (GBP)

8. Find out from Esther the “freeze date” by which segments must be submitted to DISA in order to be tested by then and approved for inclusion in their COE 4.3 release in October 2000 (GBP)

9. Continue Alerts software development (EL, GB)

10. Continue Alerts testing (EL, GB, JB)

11. Continue to update Alerts documents (All TWG Members)

Minutes prepared by Grace Baratta-Perez
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