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Note:  This  SRS is currently in draft form, as the DII COE program office has not approved it.  Comments should be electronically mailed to the Chair, Maj. Lynda Myers at myersl@ncr.disa.mil (703) 822-1112

1
Scope
1.1 Identification

This specification documents the requirements submitted to, validated, and approved by the DII COE Tools TWG. 

1.2 System Overview 
The DII COE concept is best described as an architecture, an approach for building interoperable systems, a reference implementation containing a collection of reusable software components, a software infrastructure for supporting mission-area applications, and a set of guidelines, standards, and specifications. The guidelines, standards, and specifications describe how to reuse existing software and how to properly build new software so that integration is seamless and, to a large extent, automated.  In the absence of a Joint Systems Architecture (JSA), the Joint Technical Architecture (JTA) currently mandates use of the DII COE (a fundamental JSA component).  The DII COE will be evolved as necessary to maintain compliance with mandated standards found in future JTA updates.

The mission of the Tool Technical Working Group (TWG) is to:

· provide a forum for addressing CINC/Service/Agency (C/S/A) requirements for tools

· validate the requirements

· identify products to meet the stated requirements

· perform Preliminary Design Reviews (PDR) to ensure that the tools follow the DII COE standards

· prioritize the requirements 

· monitor tool development

· maintain a Requirements Traceability Matrix (RTM) that clearly identifies which tool satisfies a specific requirement

· provide the developer community with the assets needed to develop software for the DII COE.

The Toolkit will contain tools, documentation, and other information items used to develop DII COE compliant software.  The Tools TWG has three primary focus areas :

1.  Developer  Tools 

2.  Integration Tools

3.  Runtime Tools

Developer's Tools

Developer Tools encompass a broad range:-from compliers, linkers, debuggers to miscellaneous utilities.  In general, each system will establish a set of tools for use in the building of their software.  It is not the intent of the Tools TWG to dictate or recommend such tools but rather to focus on tools specific to the creation or DII COE Segments.

Within the COE, these Developer Tools are distributed separately from the DII COE Kernel.  Developer Tools include both the tools used strictly in the segment creation process as well as those tools used to validate that the resulting segments are compliant.  In this category are: the developer's Toolkit, compliance Testing Tools including the Security and the GUI Style Guide Conformance Tools, Segment Submission Tools, Segmentation Support Tools, etc.
The TWG envisions  a need to gradually increase the scope of Developer Tools to include CASE tools, static code checking, coding standards, reengineering tools, and other items relating to new software or to software reengineering to comply with the DII COE objective architecture.

Integration Tools

These tools are useful to the system integrators.  For example, tools that allow the dependencies, as well as the potential conflicts, between various segments to be determined will allow the integrators to build the final system from the component segments without the need for a trial and error approach.

Runtime Tools

These tools are actually used in a “running” DII COE system.  Examples are tools used to install segments and distribute segments to remote machines or tools that perform database administration.  The runtime category also includes Application Program Interface s (APIs) that are invoked to perform a specific task.  Most tools that would normally fall into this category fall under the scope of the Kernel TWG.  However, there my be limited non-Kernel COTS products which fall under the scope of the Tools TWG.

1.3 Scope

As mentioned above, there are numerous kinds of tools.  It is not the intent of the Tools TWG to address each and every piece of software that may be termed a “tool”, but rather to focus on tools specific to the DII COE as it relates to segmentation, and if the scope is increased, to software engineering tools that are targeted towards meeting the DII COE objective architecture.  Therefore, other tools like a database , administration, or networking tool requirement will be redirected to the TWG with that particular focus and expertise.  Similarly, the ValidateSegSecurity tool, although a compliance checking item, is perhaps best tracked by the Security TWG.  APIs will be treated likewise, i.e., if they are best suited to another TWG, such as the kernel or the MCG&I TWG, they are excluded from consideration by the Tools TWG.

1.4 Document Overview

This document outlines the software capabilities required for the DII COE Tools in accordance with the content and format guidance of Data Item Description (DID) DI-IPSC-81433.

Section 1 identifies the scope and provides an overview of the DII COE Tools.

Section 2 lists the documents that are applicable to and referenced in this document.

Section 3 provides a list of functional capability requirements.

Section 4 identifies the qualification provisions.

Section 5 defines the traceability methodologies needed to account for Toolkit requirements.

Section 6 contains the applicable notes associated with the DII COE Toolkit.

2 Referenced Documents.

The following specifications, standards, and handbooks form a part of this document to the extent specified herein.  Unless otherwise specified, these documents are available on the Internet on the DII COE Home Page under CM Documentation.

Defense Information Infrastructure Common Operating Environment Integration and Runtime Specification, Version 4.1, October 2000

Joint Technical Architecture (JTA)

Possible Ref to Realtime SRSs??

3 Requirements

3.1 Tools Functional Area Capability Requirements

3.1.1 Runtime Tools

Mike Chesser will write a requirement to check whether a segment is corrupted

3.1.2 Integration Tools

Brett Johnson to add requirements from RT Integration Tools SRS

3.1.3 Developer Tools

3.1.3.1 Compliance Testing Tools
3.1.3.1.1 The developer’s tools shall include the capability to test a segment to determine if it can be installed.

3.1.3.1.2 The developer’s tools shall include the capability to examine a segment to determine its compliance level.

3.1.3.1.3 The developer’s tools shall include the capability to validate that a segment conforms to the rules for defining a segment.

3.1.3.1.4 The developer’s tools shall include the capability to validate the COE runtime environment. (delete or refine)

3.1.3.2 Segment Submission Tools
3.1.3.2.1 The developer’s tools shall include the capability to create a configuration definition from a list of segments.

3.1.3.2.2 The developer’s tools shall include the capability to write one or more segments to an installation medium.

3.1.3.2.3 The developer’s tools shall include the capability to package one or more segments for distribution over a network.

3.1.3.2.4 The developer’s tools shall include the capability to package segments by compressing them prior to submitting them electronically.

3.1.3.2.5 The developer’s tools shall include the capability to insure integrity of the packaged segments

3.1.3.2.6 The developer’s tools shall include the capability to retrieve a specified segment from an installation medium without installing the specified segment.

3.1.3.3 Segmentation Support Tools
3.1.3.3.1 The developer’s tools shall include the capability to compute the space required for the segment specified and update the hardware segment descriptor accordingly.

3.1.3.3.2 The developer’s tools shall to provide a GUI for accessing all of the developer tools and any runtime tools that are useful during the development process.

3.1.3.3.3 The developer’s tools shall include the capability to convert segment descriptors to the latest format.

3.1.3.3.4 The developer’s tools shall include the capability to create the FileAttribs descriptor file.

3.1.3.3.5 The developer’s tools shall include the capability to allow a segment that has already been installed to be moved from one location to another, including to another disk partition.

3.1.3.3.6 The developer’s tools shall include the capability to analyze the segment specified and create a table showing total memory and disk usage.

3.1.3.3.7 The developer’s tools shall include the capability to test install a segment that already resides on disk.

3.1.3.3.8 The developer’s tools shall include the capability to uninstall a segment that was test installed.

3.1.3.3.9 The developer’s tools shall include the capability to put the current time and date into the VERSION segment descriptor.

3.1.3.3.10 The developer’s tools shall include the capability to update the segment version number, date, and time in the VERSION descriptor.

3.2 CSCI External Interface Requirement

The tools shall have the following command-line parameters, which are common to all tools for which they are meaningful:

	-C file
	Read command line parameters from file.

	-h | -H
	Display on-line help describing how to use the tool.

	-p path
	Use path to establish the path for subsequent file names

	-R file
	Use file to respond to questions from the tool

	-v
	Enable verbose mode.  Verbose mode forces the tool to print out additional and diagnostic information during execution.

	-V
	Display the tool’s version number.

	-w
	Disable warning mode.  Warning mode causes the tool to print out warning messages during execution.


3.3 Interfaces to Other TWGs

The Tools TWG Chair will coordinate any requirement transfers from the Tools TWG to another TWG with the appropriate TWG Chair.

3.3.1 Kernel TWG Requirements

The Tools TWG Chair will be the liaison between the Tools TWG and the Kernel TWG.

3.3.2 Database TWG Requirements

The Army Tools TWG representative will be the liaison between the Tools TWG and the Database TWG.
3.3.3 Administrative Services TWG Requirements
The Air Force Tools TWG representative will be the liaison between the Tools TWG and the Administrative Services TWG.
4 TESTING MECHANISMS

5 Requirements Traceability 

(move to separate appendix)

5.1 Runtime Tools

5.1.1 User Interface (3.2.1.1)

	3.2.1.1.1
	COEPrompt

	3.2.1.1.2
	COEAskUser

	3.2.1.1.3
	COEPromptPasswd

	3.2.1.1.4
	COEMsg

	3.2.1.1.5
	COEInstError


5.1.2 System Administration Tools (3.2.1.3)

	3.2.1.3.1
	

	3.2.1.3.2
	

	3.2.1.3.3
	

	3.2.1.3.4
	

	3.2.1.3.5
	

	3.2.1.3.6
	COEFindSeg

	3.2.1.3.7
	

	3.2.1.3.8
	COEListSegs

	3.2.1.3.9
	

	3.2.1.3.10
	

	3.2.1.3.11
	COEInstaller


5.1.3 Profiling Tools (3.2.1.4)

	3.2.1.4.1
	

	3.2.1.4.2
	

	3.2.1.4.3
	

	3.2.1.4.4
	

	3.2.1.4.5
	

	3.2.1.4.6
	


5.1.4 Installation Tools (3.2.1.5)

	3.2.1.5.1
	COEInstaller

	3.2.1.5.2
	COEInstaller

	3.2.1.5.3
	COEInstaller

	3.2.1.5.4
	COEInstaller

	3.2.1.5.5
	COEUpdateHome


5.2 Developer’s Toolkit

5.2.1 Compliance Testing Tools (3.2.2.2)

	3.2.2.2.1
	CanInstall

	3.2.2.2.2
	ChkCompliance (not released yet)

	3.2.2.2.3
	VerifySeg

	3.2.2.2.4
	


5.2.2 Segment Submission Tools (3.2.2.3)

	3.2.2.3.1
	ConfigDef

	3.2.2.3.2
	MakeInstall

	3.2.2.3.3
	MakeInstall

	3.2.2.3.4
	

	3.2.2.3.5
	UnMakeInstall?


5.2.3 Segmentation Support Tools (3.2.2.4)

	3.2.2.4.1
	CalcSpace

	3.2.2.4.2
	

	3.2.2.4.3
	ConvertSeg

	3.2.2.4.4
	MakeAttribs

	3.2.2.4.5
	

	3.2.2.4.6
	

	3.2.2.4.7
	TestInstall

	3.2.2.4.8
	TestRemove

	3.2.2.4.9
	TimeStamp

	3.2.2.4.10
	VerUpdate


6 Notes

7 Appendices

A. Acronyms

	COE

	Common Operating Environment

	DII

	Defense Information Infrastructure

	TK

	Toolkit

	I&RTS

	Integration and RunTime Specification

	SDS
s
	Software Development Services

	TWG

	Technical Working Group

	
	


B. Requirements Transferred to other TWGs

B.1  Runtime Tools transferred to Kernel TWG
B.1.1  User Interface

B.1.1.1  The runtime tools shall include the capability to display a message to the user and allow the user to type in a response.  The response will be returned to the calling program.

B.1.1.2  The runtime tools shall include the capability to ask a user for a yes or no response to a message.  This shall include the capability to define both the message to ask the user and specify the labels to be used for  “yes/no” buttons.

B.1.1.3  The runtime tools shall include the capability to prompt a user for a password.  The password shall not be displayed when entered.

B.1.1.4  The runtime tools shall include the capability to display a message to the user and require an acknowledgement to the message.

B.1.1.5  The runtime tools shall include the capability to display an error message to the user and require an acknowledgement to the error message.

B.1.2  System Administration Tools

B.1.2.1  The runtime tools shall include the capability to determine where a segment was loaded including the following as appropriate, the absolute pathname of the directory where the segment was found, the segment name, the segment prefix, the name of the disk drive, the segment type and attributes.

B.1.2.2  The runtime tools shall include the capability to display a sorted list of all segments that have been installed on a specific machine.

B.1.2.3  The runtime tools shall include the capability to display a sorted list of all segments upon which a specified segments depends.

B.1.3  Installation tools 

B.1.3.1  The runtime tools shall include the capability to display a list of configuration definitions or segments that may be installed from tape, disk or other electronic media, and then install selected segments or configuration definitions.

B.1.3.2  The runtime tools shall include the capability to allow a segment to terminate installation from within a Preinstall, PostInstall or DEINSTALL script.

B.1.3.3  The runtime tools shall include the capability to remotely install one or more segments from the software repository.

B.1.3.4  The runtime tools shall include the capability to remotely deinstall a segment on a machine.

B.1.3.5  The runtime tools shall include the capability to update the home environment variable within a script file to point to where a segment was actually installed.

B.2.  Runtime Tools: Database Tools

B.2.1 The runtime tools shall include the capability to add database server accounts along with synchronizing user’s permissions inside the database with their application profiles outside the database.

B.2.2  The runtime tools shall include the capability to delete database server accounts along with synchronizing user’s permissions inside the database with their application profiles outside the database.

B.2.3  The runtime tools shall include the capability to perform standard dump and restore functions on a COE database.

B.2.4  The runtime tools shall include the capability to search object dependencies across multiple database segments with the management system and list dependencies to standard output.

B.2.5  The runtime tools shall include the capability to provide a sorted list of all database login accounts assigned to a specific database role.

B.2.6  The runtime tools shall include the capability to provide a sorted list of all database roles assigned to a specific user.

B.2.7  The runtime tools shall include the capability to restore backup data stores including data and structure and run the restore scripts for other data segments to complete the restore process.

B.2.8  The runtime tools shall include the capability to start a specified database server if server is not running.

B.2.9  The runtime tools shall include the capability to shutdown a database server.

B.2.10  The runtime tools shall include the capability to create data stores on a COE database server, allocate physical storage to the data stores and create the database owner account associated with the data stores.

B.2.11  The runtime tools shall include the capability to remove the files associated with an existing data store from the database server after all data objects have been removed with a DEINSTALL script.

B.2.12  The runtime tools shall include the capability to add additional physical storage to data stores.

B.2.13  The runtime tools shall include the capability to recover or restore corrupted indexes within a database server.

B.2.14  The runtime tools shall include the capability to recover or restore corrupted views within a database server.
B.3  Runtime Tools:  Profiling Tools
B.3.1  The runtime tools shall include the capability to display a sorted list of all segments accessible from a specified profile.

B.3.2  The runtime tools shall include the capability to display a sorted list of all user login accounts (local or global) that are assigned to a specific profile.

B.3.3  The runtime tools shall include the capability to display a list of all profiles sorted by account group that contain a specified segment.

B.3.4  The runtime tools shall include the capability to display a sorted list of all user login accounts (local or global) that have access to a given segment.

B.3.5  The runtime tools shall include the capability to display a list of all profiles sorted by account group that are assigned to a specific user.

B.3.6  The runtime tools shall include the capability to display a sorted list of all segments that are accessible by a specific user.
B.4  Developer Tools: Database Tools
B.4.1  The developer’s tools shall include the capability to examine a database segment to determine its level of compliance.

B.4.2  The developer’s tools shall include the capability to validate that a database segment’s database conforms to the rules for defining a segment’s database.

