DII COE I&RTS To NT Segment Correlation Matrix

DII COE I&RTS Rqmts




SDF ID
Sub ID
Info ID
Format
Disposition
Reason

DEINSTALL
N/A
N/A
The DEINSTALL segment descriptor file can be executed when an operator elects to remove a segment.  It can be invoked by the operator to specifically remove a segment or invoked automatically when a segment is being updated.  
Assigned a Registry Key     Reference: I&RTS Version 3.0   5.5.1.1
InstallShield 5.1 automatically creates an uninstall program and registers it.  This program uses the installation log file to execute a logo compliant uninstall.

FileAttribs
N/A
N/A
Allows a Segment to specify the attributes (owner, read/write permissions, group) for each file in the segment.
Handled by the InstallShield Product    Reference: I&RTS Version 3.0   5.5.1.2
InstallShield 5.1 sets the initial file attributes.

Installed
N/A
N/A
Information created by the GOTS Installer to include the segment that was loaded, the date and time the the installation, which workstation loaded the segment, and the version of installation softwared used. 
Date and Time Handle assigned Registry Keys.  All other information handled by auditing function of NT     Reference: I&RTS Version 3.0   5.5.1.3
InstallShield 5.1 automatically registers the installation date and time. It also logs every action taken during install.

PostInstall 
N/A
N/A
The PostInstall segment descriptor file contains operations specific to installing the segment that must be performed after the segment software has been copied to the disk and installed by the COE software. The file can be a shell script file or an execu
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.1.4
IntsallShield 5.1 takes care of all installation related procedures.  It can also launch independent executables at any time to fine tune the installation.

PreInstall 
N/A
N/A
The PreInstall segment descriptor file contains operations specific to installing the segment that must be performed before the segment software has been copied to the disk. The file can be a shell script file or an executable file.  The PreInstall segmen
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.1.5
IntsallShield 5.1 takes care of all installation related procedures.  It can also launch independent executables at any time to fine tune the installation.

PreMakeInst
N/A
pathname
The directory path establishes base directory where relative files and directories will be deleted from.
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.1.6
IntsallShield 5.1 takes care of all installation related procedures.  It is ther developer's responsibility to instruct InstallShield to create a clean installation package.


N/A
tempfile
The name of temporary files to be deleted.
Handled by the InstallShield Product



N/A
tempdir
The name of temporary directory to be deleted.
Handled by the InstallShield Product


ReleaseNotes 
N/A

Text File which does not include information on point of contacts, phone numbers,  help information, known problems that have been fixed, new features introduced by this release, and version information.  Refer to paragraph 5.5.25 of the DII COE I&RTS for
Change the SDF File Name to Readme to conform to Commercial standards   Reference: I&RTS Version 3.0   5.5.1.7
To be logo compliant the user must provide InstallShield 5.1with the URLs pointing to ReleaseNotes, README.TXT files, HTML documents, etc.  These URLs will be registered during installation.

SegCheckSum
N/A
N/A
Created by the GOTS Installer
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.1.8
InstallShield 5.1 checks and verifies the integrity of the installation package before installation.


AcctGroup
group name
Alphanumeric string up to 15 characters used to identify this account group. The account group name must be unique (i.e., no other account group may have the same name).
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template  Reference: I&RTS Version 3.0   5.5.2.1
InstallShield 5.1 adds the software to the specified program group if the user (installer) has the right privilege level.


AcctGroup
group id
Group ID to be inserted into the password file for accounts created from this group.
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template   Reference: I&RTS Version 3.0   5.5.2.1
InstallShield 5.1 can hande this if the user (installer) has the right privilege level.


AcctGroup
profile flag
0 if no profiles are allowed, otherwise 1.
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template   Reference: I&RTS Version 3.0   5.5.2.1
InstallShield 5.1 can hande this if the user (installer) has the right privilege level.


AcctGroup
home dir
Home directory for the account group (e.g., c:\DII\Segments\SysAdm).  The path name may contain up to 256 characters.  SysAdm is currently the only one available with the DII COE Kernel. 
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template   Reference: I&RTS Version 3.0   5.5.2.1
InstallShield 5.1 will find all the necessary information associated with the account group in in the registry.


AcctGroup
default profile name
Alphanumeric string up to 15 characters identifying the account group's default profile. This name is ignored unless the profile flag is non-zero.
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template   Reference: I&RTS Version 3.0   5.5.2.1
InstallShield 5.1 will find all the necessary information associated with the account group in in the registry including the profile template.


AcctGroup
Classification level
The classification of the profile and can be UNCLASS, CONFIDENTIAL, SECRET, or TOP SECRET.  The classification level for a profile will default to TOP SECRET unless the segment has defined it otherwise.
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template  Reference: I&RTS Version 3.0   5.5.2.1
InstallShield 5.1 will find all the necessary information associated with the account group in in the registry including the account groups classification level.


AppPaths
N/A
Not Implemented in NT at this time
Handled by the Logo Program Requirements
InstallShield 5.1 registers the application's expandeable path name.


COEServices
servicescomment
The comment included in the “/etc/services” system file for the port.
Reference: I&RTS Version 3.0   5.5.2.3
InstallShield 5.1 can be instructed to add/modify  comments in the in system32/drivers/etc/services file if the user (installer) has the right privilege level.


COEServices
port
The port number requested.  Numbers 2000-2999 are reserved for COE segments.
Reference: I&RTS Version 3.0   5.5.2.3
InstallShield 5.1 can be instructed to add/modify  port numbers in the in system32/drivers/etc/services file if the user (installer) has the right privilege level.


COEServices
protocol
TCP or UDP
Reference: I&RTS Version 3.0   5.5.2.3
InstallShield 5.1 can be instructed to add/modify  protocols in the in system32/drivers/etc/services file if the user (installer) has the right privilege level.


COEServices
alias
The symbolic name used to refer to the assigned port.
Reference: I&RTS Version 3.0   5.5.2.3
InstallShield 5.1 can be instructed to add/modify  port aliases in the in system32/drivers/etc/services file if the user (installer) has the right privilege level.


COEServices
socketname
The name of the socket add to the “/etc/services” system file.
Reference: I&RTS Version 3.0   5.5.2.3
InstallShield 5.1 can be instructed to add/modify  socket names in the in system32/drivers/etc/services file if the user (installer) has the right privilege level.


Community
N/A
Not Implemented in NT at this time
Not Required



Comm.deinstall
N/A
Not Implemented in NT at this time
Not Required



Compat
version 
Lists all the version that are compatible.  All indicates full backwards compatibility and None indicates no backward compatibility
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.6
All compatible versions will be listed in the SegmentInfo.xml file. The path to this file will be in the Registry.


Conflicts 
Segment name
Segment name consisting of a string of up to 32 alphanumeric characters (spaces permitted) that this segment is in conflict with.
Identified in Registry Key Name   Reference: I&RTS Version 3.0   5.5.2.7
All important information about conflicting segment's will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Conflicts 
Segment Prefix
Segment prefix consisting of a string of up to 6 alphanumeric characters  ( no spaces) used in directory strucutre that this segment is in conflict with.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.7
All important information about conflicting segment's will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Conflicts 
home dir
The conflicting segment’s home directory.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.7
All important information about conflicting segment's will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Conflicts 
version
Developer specified version number of the segment using the form a.b.c.d where a = major release; b = minor release; c = maintenance release; d = developer release that this segment is in conflict with.
   Reference: I&RTS Version 3.0   5.5.2.7
All important information about conflicting segment's will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Conflicts 
patch
The specific patches of conflicting segment.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.7
All important information about conflicting segment pacthes will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Data
Segment name
Segment name consisting of a string of up to 32 alphanumeric characters (spaces permitted) for the affected segment.
Information duplicate of other assigned Registry Keys  Reference: I&RTS Version 3.0   5.5.2.8
Data segments will be handled just like software segments from an InstallShield 5.1 driven installation point of view.


Data
Segment Prefix
Segment prefix consisting of a string of up to 6 alphanumeric characters  ( no spaces) used in directory structure for the affected segment.  Should be consistent with configuration management and segment registration process.
Information duplicate of other assigned Registry Keys   Reference: I&RTS Version 3.0   5.5.2.8
Data segments will be handled just like software segments from an InstallShield 5.1 driven installation point of view.


Data
home dir
The affected segment’s home directory.
Information duplicate of other assigned Registry Keys  Reference: I&RTS Version 3.0   5.5.2.8
Data segments will be handled just like software segments from an InstallShield 5.1 driven installation point of view.


Database
N/A
Not Implemented in NT at this time but reserved for future use
Not Required   Reference: I&RTS Version 3.0   5.5.2.9
COTS database segments will be installed by their native installer.


Direct
executable
The executable file to be executed when an account is added or deleted.
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.2.12
InstallShield 5.1 can launch  independent programs to execute installation specific tasks during installation.  The developer shall submit these programs with the installation package.  Installer must have the right privilege level.


Direct

Used to suppress compression of the segment by the MakeInstall tool.
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.2.12
InstallShield 5.1 can instructed to by-pass compression.


Direct

Used to have installation software perform an automatic reboot after the software installation is complete.  The operator is provided an opportunity to override the reboot at install time.
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.2.12
InstallShield 5.1 can be instructed to initiate reboot or to allow the user to make the decision.


Direct

Used to allow remote execution of the segment.  This option can be directed to XTERM only or character interface only using the XTERM and CHARBIF keywords respectively.
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.2.12
InstallShield 5.1 can be instructed to set permissions, access rights and other related information needed to allow remote execution of a segment.  Installer must have correct privilege for the installation.


Direct

Used in the PostInstall, PreInstall and/or DEINSTALL must be run with administrator privileges.
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.2.12
InstallShield 5.1 can be instructed to initiate reboot or to allow the user to make the decision.


FilesList
directory
The directories to be created by the segment.  The $PATH variable can be set by including “$PATH:pathname” preceding the occurrence of the $DIRS.  The $DIRS keyword must precede the list of directories.
Assigned a Registry Key  Reference: I&RTS Version 3.0   5.5.2.13
InstallShield 5.1 logs all the directories (with path) it creates during the installation.


FilesList
files
The files that are to be added by the segment outside of the segments directory.  All files under a segments individual directories are assumed to belong to the segment.  The $PATH variable can be set by including $PATH:pathname preceding the occurrence o
Assigned a Registry Key  Reference: I&RTS Version 3.0   5.5.2.13
InstallShield 5.1 logs all the files (with path) it creates during the installation.


Hardware Section
platform
Target runtime platform dependency identified as one of the following:

ALL:  Platform Independent

PC:  All PC platforms that support NT

PC486: Defined for INTEL PC486 workstations

PENTIUM: Defined for INTEL PENTIUM workstations
Assigned a Registry Key Reference: I&RTS Version 3.0   5.5.2.14
The segment's platform dependency information will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Hardware Section
size
The amount of RAM required by the segment in Kilobytes
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.14
The segment's RAM requirements will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Hardware Section
size
The size of the segment (and all subdirectories) or partition at install time expressed in Kilobytes.
Assigned a Registry Key    Reference: I&RTS Version 3.0   5.5.2.14
The segment's disk space requirements will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Hardware Section
reserve
The amount of extra disk space in Kilobytes reserved to accommodate future growth of the segment.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.14
The segment's reserved disk space requirements will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Hardware Section
diskname
The explicit partition name (e.g., /home2) or an environment variable name of the form DISK1, DISK2, ...DISK99.  The installation software will set the environment variables DISK1, DISK2, etc... to the absolute pathname where space has been allocated.  $P
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.14
N/A


Hardware Section
operating system
DII COE supported operating systems (as listed in I&RTS paragraph 5.3) for MACHINE_CPU.  The only operating system for the PC is NT.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.14
The segment's operating system requirements will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Hardware Section
size
The amount of temporary diskspace in kilobytes that are used during the installation process.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.14
The segment's temporary diskspace requirements will be in the SegmentInfo.xml file. The path to this file will be in the Registry.


Help
N/A
Not Implemented in NT at this time.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.15
To be logo compliant the user must provide InstallShield 5.1with the URLs pointing to Help files, README.TXT files, HTML documents, etc.  These URLs will be registered during installation.


Icons
icon file
The name of file in the Segments data/icons directory that associates segment executables with icons.  The name can be up to 32 characters.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.16
N/A


Icons
window title
The title placed in the application window.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.16
N/A


Icons
icon path
The file path to the icon image.  It should be the same as the executable path for the Windows NT COE.
Not Required for the NT System    Reference: I&RTS Version 3.0   5.5.2.16
N/A


Icons
executable path
The full path of the executable to be launched by the menu program.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.16
N/A


Icons
comments
The comment field to describe the icon.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.16
N/A


Menus
N/A
Not Implemented in NT at this time.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.17
N/A


Network
N/A
Not Implemented in NT at this time.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.18
N/A


Persmissions
object Name
Item to be controlled.
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template   Reference: I&RTS Version 3.0   5.5.2.19
InstallShield 5.1 will set permissions according to the developer requested settings and to the profile and policy templates in effect during installtion.  Installer must have the appropriate  privilege level.


Persmissions
permission abbreviation
The single character abbreviation for the permission (A = Add, D = Delete, E = Edit, P = Print, R = Read, V = View, X = Transmit).  Additional abbreviations may be used as required.
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template    Reference: I&RTS Version 3.0   5.5.2.19
InstallShield 5.1 will set permissions according to the developer requested settings and to the profile and policy templates in effect during installtion.  Installer must have the appropriate  privilege level.


Persmissions
permission
The permission type of access to grant or deny (Add, Delete, Read, etc...).
Handled by the Secure NT Installation and Configuration Guide and the InstallShiled Government Template   Reference: I&RTS Version 3.0   5.5.2.19
InstallShield 5.1 will set permissions according to the developer requested settings and to the profile and policy templates in effect during installtion.  Installer must have the appropriate  privilege level.


Processes
N/A
Not Implemented in NT at this time.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.20
N/A


Registry
N/A
Not Implemented in NT at this time.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.21
Developer can specify a .reg file containing additional registration requests. The registration will be initiated  by InstallShield 5.1.


Requires
pathname
The directory path of the segment home directory of the segment that must be loaded prior to the current segment.
Duplicative of other Registry setting   Reference: I&RTS Version 3.0   5.5.2.23
All important information about the required (dependent upon) segments will be in the segment' SegmentInfo.xml file. The path to this file will be in the Registry.


Requires
segment name
Segment name consisting of a string of up to 32 alphanumeric characters (spaces permitted) of the segment that must be loaded prior to the current segment.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.23
All important information about the required (dependent upon) segments will be in the segment' SegmentInfo.xml file. The path to this file will be in the Registry.


Requires
SegmentPrefix
Segment prefix consisting of a string of up to 6 alphanumeric characters  ( no spaces) used in directory structure of the segment that must be loaded prior to the current segment.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.23
All important information about the required (dependent upon) segments will be in the segment' SegmentInfo.xml file. The path to this file will be in the Registry.


Requires
home dir
The home directory of the segment that must be loaded prior to the current segment..
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.23
All important information about the required (dependent upon) segments will be in the segment' SegmentInfo.xml file. The path to this file will be in the Registry.


ReqrdScripts
N/A
Not Implemented in NT at this time.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.22
N/A


Security
classification level
UNCLASS, CONFIDENTIAL, SECRET, or TOP SECRET indicating the segment classification level of the segment.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.2.24
Classification information will be in the segment' SegmentInfo.xml file. The path to this file will be in the Registry.


SharedFile
N/A
Not Implemented in NT at this time.
Not Required for the NT System   Reference: I&RTS Version 3.0   5.5.2.25
N/A

SegName
N/A
segment type
COTS, ACCOUNT GROUP, SOFTWARE, DATA, or PATCH.  The COTS segment type is used if the segment is vendor provided.  The ACCOUNT GROUP segment type is used if account specific icons, menus, and script files are being developed for a non-COE standard account 
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.1.10
This information will be added to the registry by InstallShield 5.1.


N/A
attribute
AGGREGATE , CHILD, COE CHILD, COE PARENT.  The AGGREGATE attribute is indicated if the segment being created is the parent segment of a group of mission application segments.  The CHILD attribute is used if the segment is a child of a parent mission appli
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.1.10
This information will be added to the registry by InstallShield 5.1.


N/A
name
Segment name consisting of a string of up to 32 alphanumeric characters (spaces permitted).
Identified in Registry Key Name   Reference: I&RTS Version 3.0   5.5.1.10
This information will be added to the registry by InstallShield 5.1.


N/A
SegmentPrefix
Segment prefix consisting of a string of up to 6 alphanumeric characters  ( no spaces) used in directory structure.  Should be consistent with configuration management and segment registration process.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.1.10
This information will be added to the registry by InstallShield 5.1.


N/A
home dir
The home directory of the account group affected by the segment.
Assigned a Registry Key  Reference: I&RTS Version 3.0   5.5.1.10
Expandeable pathname to the segment will be registered by InstallShield 5.1.

Validated
N/A
N/A
Created by the GOTS Installer
Handled by the InstallShield Product   Reference: I&RTS Version 3.0   5.5.1.11
Install_Analyzer is freely available from the VeriTest web site.

VERSION
N/A
version #
Developer specified version number of the segment using the form a.b.c.d where a = major release; b = minor release; c = maintenance release; d = developer release.  Refer to I&RTS paragraph 3.1 for additional information on version numbering.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.1.12
This information will be added to the registry by InstallShield 5.1.


N/A
date
Date the segment was created (or last modified) using the form mm/dd/yy.
Assigned a Registry Key   Reference: I&RTS Version 3.0   5.5.1.12
InstallShield 5.1 automatically registers the installation date and time. It also logs every action taken during install.
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